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I. INTRODUCTION 

 

This Enterprise Risk Management Policy (“the ERM Policy”) provides the framework for 

managing risks across DMCI Holdings, Inc. (“DMCI HI” or “the Company”). It contains 

the fundamental policies to guide all DMCI HI personnel, including senior executive 

management and the Board of Directors, who are directly or indirectly involved in the 

strategic, operations, compliance and financial activities of the Company. This will serve 

as the guide to enable the concerned Company personnel to make appropriate actions 

and decisions pertaining to the management of the Company’s portfolio of risks. 

 

A. Purpose 

 

This ERM Policy forms part of DMCI HI’s Corporate Governance Manual and shall: 

 

1. Establish the risk management vision, goals and objectives of the Company; 

 

2. Provide an enterprise-wide risk management framework, structure, and 

organization that support the achievement of the Company’s risk 

management vision, goals, and objectives; 

 

3. Define the roles and responsibilities of DMCI HI’s Board of Directors (“BOD” 

or “the Board”), senior management, officers, and all employees with regards 

to the Company’s risk management processes and activities; 

 

4. Establish a common culture and language that promote consistent definition 

and understanding of risks and their related impact to the Company’s 

business; and 

 

5. Establish a consistent and enterprise-wide approach in identifying and 

prioritizing risks, analyzing inter-relationship among risks, identifying the 

drivers and sources of risks, development of strategies and action plans in 

managing risks, monitoring and reporting on the implementation of risk 

management strategies and action plans, and evaluating the effectiveness of 

the overall risk management process for continuous improvement. 

 

B. Scope 

 

This ERM Policy applies only to DMCI HI and may be adopted by its subsidiaries, 

associates, and affiliates as required. 

 

C. Enterprise Risk Management Vision 

 

DMCI HI’s enterprise risk management (“ERM”) shall serve as one of the Company’s 

key enablers for effective corporate governance and achievement of the Company’s 

strategic objectives. 
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II. RISK MANAGEMENT FRAMEWORK 

 

The “DMCI Culture” along with the Company’s vision, mission and values and its Code of 

Business Conduct and Ethics, sets the tone and values of the organization. It serves as 

the guiding principle of our Board of Directors and key executives in setting strategic 

goals and objectives of the Company and its subsidiaries. It is through this perspective 

that the Company defines and addresses its risks.  

 

The risk management framework is integrated within the strategic planning process, 

which will engage all of the subsidiaries to be able to align with the overarching 

objectives of the Company. The principal goal of the organization is to maximize the 

value of the firm by achieving superior risk-adjusted returns for its stakeholders over the 

long-term. 

 

A. Risk Oversight Committee Structure 

 

To ensure the successful implementation, support and sustainability of DMCI HI 

ERM, it is important that a risk management structure is in place to have an 

integrated and specialized view of the enterprise-wide risks across the different risk 

categories. This will allow the Company to reduce any gaps in risk coverage and risk 

management inefficiencies and overlaps, as well as provide optimal and systematic 

communication and reporting channels among concerned personnel. 

 

The CEO meets regularly with the Executive and Management Committees of the 

operating subsidiaries to discuss strategies, key result areas and critical enterprise-

level risks to ensure a decisive response to their respective opportunities, risks, and 

challenges. 

 

Regular board meetings are conducted at DMCI HI together with the Presidents of 

each subsidiary to discuss the overall goals and objectives of the Group. DMCI HI 

CEO also meets regularly with the Executive and Management Committees of the 

operating subsidiaries to discuss strategies, key result areas and critical enterprise-

level risks to ensure a decisive response to their respective opportunities and 

challenges. 

 

Our subsidiaries, through their respective functional units and business segments, 

employ a pragmatic approach to risk management, seeking to deliver our trademark 

operating efficiency while ensuring adherence to regulatory, contractual, health, 

safety and quality standards, and managing risks from planning to day-to-day 

operations. 
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The following illustration depicts the Company’s ERM oversight structure: 

 

 
 

The Board is ultimately accountable for the Company’s risk management framework 

and is supported by business management functions and senior management of the 

subsidiaries. The Board approves the risk appetite of the Company and enterprise 

risk management policies. 

 

The ROC provides a forum for senior management to review and discuss the 

Company’s strategic plans and risk factors. It reviews and recommends to senior 

management the levels of risk appetite, reviews the sufficiency of the Company’s 

policies for defining risk factors, assessment, and mitigation.  

 

The senior management provides oversight of strategic and operational risks, 

including the review of the risk factors and progress of execution of mitigation plans 

that are being managed by the Business Unit Risk Manager (BURM). 

 

Internal audit ensures that internal controls and risk management systems are 

operating effectively. It also provides an independent assessment of the ERM 

framework at the enterprise and business function levels. 

 

The Chief Risk Officer (CRO) is responsible for enabling the facilitation and escalation 

of the strategy and risk management framework to the ROC which oversees the 

strategy and risk management of the Company and its subsidiaries The CRO is also 

tasked to lead efforts that oversee the entire risk management framework. The CRO 

is responsible for implementing policies and procedures to manage risks and ensure 

risk management strategies are executed. The CRO also leads the assessment and 

monitoring of risks across the entire organization by engaging with the different 

subsidiaries through the BURMs, as well as corporate functions that include finance, 

strategy, investor relations, human resources, and legal. 
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BURM has overall accountability and responsibility for the execution of the risk 

management activities for each of the respective subsidiaries. Each BURM shall 

assign risk owners in each of the subsidiaries. The BURM of the Company shall work 

with the CRO in formulating an annual risk management plan, as well as 

determining, evaluating, and measuring the businesses’ risk exposures and 

thresholds. 

 

The CRO may assign the BURM of the Company to monitor key risk factors of the 

subsidiaries and report status of implementation of strategies and action plans to the 

ROC. 

 

All risk owners are ultimately responsible for risks in their functional areas of 

responsibility. The person shall gather and assess risk data to provide strategy and 

risk insights to the ROC and across the entire organization. Hence, risk owners shall 

coordinate with the BURM, who shall be the key contact point for the CRO. 

 

B. Risk Management Process 

The risk management process is an essential part of business operations and 

entrenched in the organization’s culture and practices. The Company’s risk 

management framework consists of the following:  
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I. Ascertain the background and situation of the business 

 

At the onset of the ERM process, the Company shall establish the 

background and context in which risk management will be conducted. This 

requires an understanding of both external and internal background that are 

relevant for the realization of objectives of the Company and its subsidiaries.   

 

External background shall include macroeconomic, political, capital markets, 

regulatory, technological, social, environmental and sustainability. Internal 

background includes business operations, organization, company values, 

structure, strategic and sustainability objectives, and risk appetite. 

 

The CRO and ROC, senior management, BURM, and different risk owners 

have a collaborative effort in discussing the Company’s risk management 

objectives, defining external and internal considerations and setting the 

scope for the entire process. 

 

II. Define the risk factors 

 

Internal and external events that impact the ability of the Company to 

achieve its goals and objectives are being identified at the various points of 

the business by each of the business unit.  These are also reported and 

discussed during Board and executive meetings at DMCI HI and the 

subsidiary level.  

 

III. Identification of risks and evaluation of controls 

 

DMCI HI ERM is designed to help identify and assess these risks. This also 

covers the estimation of the risks happening and the assessment of the 

implication of the risks in the business. A formal risk assessment is 

conducted on an annual basis.  

 

The BURM ascertains that regular business risk assessment is part of the 

annual strategic planning process of the company to guarantee that all 

significant risks are identified and evaluated properly.  

 

The different risk factors include but are not limited to the following:  

 

• Business risk – pertains to risk of loss due to changes in industry and 

competitive environment, as well as shifts in customer preferences 

• Regulatory risk – includes risk due to changes in regulatory 

environment (e.g., changes in regulatory policies such as taxes) 

• Technical risk – pertains to risk due to major risks in technology, 

including other engineering and technical matters 

• Integrity risk – revolves around the organization, particularly refers to 

risk of failures due to business processes, talent, succession planning, and 
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operations or people’s behavior, either intentional (e.g., fraud) or 

unintentional (e.g., human errors) 

• Macro-economic risk - refers to risk of loss due to changes in the 

political, social, or economic environments 

 

After identifying, assessing and evaluating risks, the risk owners in 

coordination with the BURM shall develop mitigation strategies to manage 

risks consistent with the Company’s strategic goals and objectives and risk 

appetite and tolerance levels. 

 

The risk owners shall develop specific action plans to support the 

implementation of the selected risk management strategies that can 

eliminate and/or transfer risks. The risk owners shall ensure that appropriate 

communication protocols and channels exist to support the execution of 

action plans that require coordinated effort across business functions. 

 

When analyzing risks, it is important also to understand the effectiveness of 

the existing controls that are aimed in bringing these risks within an 

acceptable level. The risk owners together with the BURM identify and 

evaluate the effectiveness of existing controls for each risk.  

 

IV. Mitigation of risk factors 

 

The BURM, in collaboration with the CRO and approval of the ROC, 

establishes the company’s strategies, design and required structure to ensure 

risk management capabilities of the Company are sufficient.  

 

Rigorous and sustainable risk management system is likewise integrated into 

the strategic planning, budgeting, and decision-making process across the 

organization. The BURM also sees to it that risk management is embedded 

into the awareness and day-to-day activities of each DMCI HI officer and 

employee.  

 

V. Risks reporting and monitoring 

 

The results of the definition of risk factors, identification of risks and 

evaluation of controls, probability estimation of risk, and assessment of the 

implications of risk shall be reviewed regularly by the BURM, communicated 

to the CRO, and reported to the ROC. 

 

BURM shall continuously monitor the risks and effectiveness of the 

implementation of the strategies/action plans through close coordination with 

the risk owners. The BURM also ensures that risk management is a regular 

agenda item in the BOD, executive and functional level meetings. 
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The CRO of DMCI HI shall report to ROC twice a year regarding the status of 

the company’s top risks and action plans taken, as well as new and emerging 

risks.  

 

DMCI HI also monitors the top risks at each subsidiary level to ensure that 

critical risks affecting the subsidiaries are properly addressed. This is done 

through annual reporting by each subsidiary’s BURM to DMCI HI ROC and 

CRO.    

 

C. Continuously Improve the ERM Process 

 

DMCI HI’s risk management is a continuous process that supports the achievement 

of its strategic goals and objectives.  It is embedded in the decision-making process 

and day-to-day management of the Company. 

 

Monitoring and review of the risk management framework shall be conducted at 

regular periods by the BURM. It shall encompass all aspects of the risk management 

process and the results of which should be reported back to the ROC through the 

CRO. 

 

The Company shall evaluate and implement any improvements to policies, 

processes, people, management reports, methodologies, and systems and data that 

are identified through monitoring consistent with the Company’s continual 

improvement philosophy. DMCI HI shall ensure that appropriate coordination is in 

place among ERM stakeholders to identify and evaluate these improvement 

opportunities through the regular monitoring of action plans and assessment of risk 

management strategies being implemented. Identified action plans should be 

monitored and assessed on a semi-annual basis. 

 

The entire risk management process should have open communication and dynamic 

discussions between senior management and CRO. BURM shall be accountable for 

implementing the risk management process and ensuring compliance. 

 

Finally, the Company shall assess the effectiveness of the ERM process through 

regular feedback and assessment with risk owners and other risk management 

stakeholders. DMCI HI shall also evaluate the Company’s risk management function 

through benchmarking with prescribed standards and global best practices. 

 


